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ABSTRACT
This project is a mobile social software application that explores the intersection of three areas: location-aware mobile applications and the growing number of hardware platforms that support them in the US; social networking services, such as Friendster, Tribes, Dodgeball, and the Facebook, that promote discovery and interaction with both friends and strangers; and the nearly non-existent dating culture at Stanford University (and several other institutions of higher education).
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INTRODUCTION

One of the common complaints, cited in official and unofficial publications, is that dating culture at Stanford is nonexistent. For this project, we wished to see if we could implement an application that assists students in making first contact with others.

We explored an opportunity to couple mobile devices with the existing databases of information contained within the Facebook, the Assbook, Tribes.net, Friendster, to produce a location-aware application that notifies users (“scammers”) when friends and objects of desire (“targets”) are in nearby proximity. With the option to bookmark people at several different levels of privacy, these services were extended greatly to promote social interaction.
Related Work

Though many social networking services, several mobile location-aware services, and one or two combinations exist, none have achieved critical mass to date.

Online Social Networks
The Facebook, the Assbook, Friendster, Tribes, and many online dating services (Match.com, JDate, Gay.com, LavaLife, Consumating.com, etc.) facilitate linking up with friends, matching on common interests, and introductions. These services have established memberships but no location-aware functionality, limiting the experience to the computer.  The Facebook provides some messaging functionality and information retrieval services via SMS; most of these services allow communication of some kind via email or SMS. 

Manual Location-Aware Services

Dodgeball, PlayTxt, and other services attempt to link up users based upon location, but do not presently include any ability to automatically generate location information. Both allow users to publish their whereabouts; Dodgeball pushes information to lists of friends and designated “crushes,” while PlayTxt sends information to others in your area based upon matching (similar to Jambo). The Assbook plans to include some location-based functionality in the future.
Automatic Location-Aware Services

Reno, Mobule, and Jambo utilize location using a variety of technologies. Reno was developed out of the Intel research labs and allows users to record and announce locations using its PlaceLab 802.11b and cellular tower triangulation technology. Mobule is built upon Nathan Eagle’s Serendipity project at the MIT MediaLab and utilizes Bluetooth beaconing with online profiles to match on common interests. Jambo uses Wifi and common interests to match potential users in the same place.

Proprietary Platform-Dependent Services

The AT&T mMode Friend Finder and the Nokia Sensor services store personal profiles on mobile devices and trade them with other uses of the same device families. These services closely mimic some of our proposed functionality, but because they are platform-dependent, they will always be limited in membership and utility.
Ongoing Research
In addition to developed applications, a number of research efforts are underway to explore mobile interactions using proximity.
The Intel Research group in Seattle conducted a study to find out about privacy trade-offs with location-enhanced technologies. Users created buddy lists for location sharing that included their spouses, family members, managers, co-workers, and other members of their social networks. The researchers found that users were hesitant to disclose location automatically and wanted to screen requests for location based upon who was making the request and why the information was being requested.

The same group in Seattle designed Reno “with three guiding principles in mind: always-on service, avoid real or perceived privacy threats, and minimize deployment or acceptance barriers.” They found that Reno provided a simple, effective means of communicating through automatic and manual location disclosure.

The Active Campus research group at UCSD first developed their application, an anonymous handheld computing device to enhance learning. An extension of this is Active Campus Explorer, which supports location-aware instant messaging, maps users’ locations, and annotates them with hyperlinks.

Through these applications, they found that users are willing to share location information with buddies and even non-buddies. They suggest further research that takes into account privacy needs but can bring together “two birds of a feather”.

From such studies, we know that there is value in location-aware networking services. The issue that we as researchers are faced with is the privacy issue and ensuring that such applications are within the users’ comfort range.
Scambook

Our design was informed by implementing the best features from existing systems, along with some theoretical interaction models based upon our research.
User Interaction Model

Privacy

The largest issue our service must accommodate are concerns with privacy. Of the existing services, Serendipity and Jambo have the cleanest model; both operate based upon proximity to other users rather than centrally tracked locations. Dodgeball and Playtxt require the user to publish his or her location before it is sent to multiple recipients, and Dodgeball takes an interesting approach to its concept of “crushes” by notifying them, rather than the user, of proximity (thereby letting the crush decide whether or not to initiate further contact). Reno allows both manual and automatic location detection. None of these three services require published information to be accurate; users can falsify their locations. Our approach to privacy concerns is to always provide more information to targets than to users whenever they are in proximity based upon the user’s level of contact setting for each target. In this way, we incent users to always move towards sharing more information to receive reciprocal benefits.

Private – Scammers can use this setting to bookmark targets. No interaction occurs when proximity is detected.

Anonymous – Scammers can select targets. When proximity is detected, targets are notified that an anonymous scammer is nearby and they can request that the scammer upgrade to Public.

Public – Scammers can select targets. When proximity is detected, targets are given the scammer’s profile and scammers are notified that an unspecified target is nearby. Targets can message scammers.

User Choice

Our system allows users to choose who they want to be matched with, as opposed to other systems which organize meetings based on the users’ interests. Users mark people they would like to contact as “targets.” Jambo and Serendipity match people based on their interests. Nokia Sensor connects people based on proximity. Dodgeball had both people selecting and proximity, but the user has to manually report location. 

Social Control
We allow for social control by letting users decline further interactions at any step in the process. 
Adoption

With adoption as a key design consideration. we utilize a location technology with very low barriers to entry that offers a robust privacy model. We plan to partner with one or more of the existing online social networks to leverage their memberships.

Technical Architecture

With adoption as our key theme, the initial design for the Scambook system relies upon Place Lab for location sensing and SMS/MMS for messaging. Location is reported to a central server for comparison matching and is known only by our service.
PlaceLab

PlaceLab, developed by Intel Research Seattle, is a location-aware and privacy-conscious architecture that triangulates position based upon existing and pervasive radio beacons – GSM cellular towers, fixed Bluetooth devices, and 802.11 WiFi hotspots. All processing is done by the mobile client and the software is open source.
The advantages of this approach are numerous. No additional infrastructure or specialized beacons are required. A growing number of Wifi-enabled mobile devices can utilize the PlaceLab application, and mobile developers can adapt the program to their particular platforms. Technology barriers to adoption are therefore minimal.

With the pervasiveness of radio beacons in urban and suburban areas, and a large active community of war drivers discovering and entering beacons into publicly accessible databases, coverage is high (nearly 100%) and accuracy is reasonable (15 – 20 meters) when combining GSM and 802.11. This level of performance meets the needs of Scambook adequately.

Another important advantage of this architecture is that location sensing is done by the client and the results are communicated in whatever way is desired (in this case via SMS). Disadvantages to this approach are some loss of privacy when results are communicated to the service’s central server, but with PlaceLab this information is known only by the Scambook service for its stated purpose rather than by the cellular carrier.
SMS/MMS

For this first version of Scambook, SMS and MMS are utilized to send and retrieve information, primarily because the user database we want to include resides within the Friendster service and has existing SMS hooks for this information.
The Scambook prototype design relies upon a central SMS server that receives location updates from client devices via SMS, attempts to match them with other client devices, compares privacy settings of matched users, and then retrieves whatever information it needs from Friendster by sending and receiving SMS requests. Appropriate requests for permission and information are then relayed back to users.
Methods/Testing/Findings
To explore whether and which users are willing to use a location-sensing mobile dating application, we conducted a three phase formative study.
Participant Profiles
Our study was conducted with 6 participants over 5 days. The participants were Stanford students. We tested 3 males and 3 females. Five were graduate students and one was an undergrad. All participants were within our social network.

We informed the participants that we were conducting a dating or friend finding service. We asked them if they had an SMS-capable mobile device.

Methods/Testing
Phase One: Matching

Phase One established the people with whom our participants wished to make contact. 

We assembled a collection of profiles of Stanford students and alumnus from Friendster and the FaceBook. The people we profiled were unknown to us. The profiles were compiled into booklets, one which included 20 available bachelors and the other with 20 available bachelorettes.

We asked them to select four people (of the opposite sex) that they would be interested in a) knowing if any were nearby, and b) might like to meet in person. We also asked them to fill out a questionnaire which asked them to tell us why they picked these people, if the profile was helpful in learning about them, and what was missing. We inquired about their schedule for the following day, hoping to find out when they would be on campus so that we could begin testing the interaction model.

Phase Two: Proximity Simulation

In Phase Two, we began testing our interaction model using some guesswork and trickery. We initiated contact with our users on behalf of our nonexistent system and simulated proximity sensing and matching.
We assigned half of the participants to be scammers and the other half to be targets, and waited for a time of day when it was likely that each was in an area with a large number of people. We then sent them messages in through SMS.
Users we had designated as scammers received the following message:

Someone you have selected through Scambook is nearby and wants to know who you are.
Replies:
YES: send your profile
NO: no action
Scammers who replied with a YES were sent the following message:

Your profile has been sent to your target. Now she can decide whether she wants to send you her profile and meet!
Those users we had designated as targets received a similar message:

Someone has selected you from the Scambook and is nearby.
Replies:
YES: see his profile, initiate contact
SAVE: see his profile
NO: no action
Our definition of success was continued escalation of contact throughout the whole interaction process. Anyone who proceeded all the way to a personal meeting was then asked for current location and mood (in the guise of testing the system and data collection,) and we met the user with a printout of the profile of the matched target or scammer and informed them of our ruse.
Phase Three: Followup

In Phase Three, we conducted post interviews to see how our users felt about the experience.

We asked the following questions: “How was this experience for you? What happened? Were you able to connect with anyone? Please tell us your impression of why this did or did not work. Is the idea of this acceptable/comfortable/useful to you?”
Informal conversations with our users indicated that they believed that the interactions were “real” and that someone they had selected or who had selected them was nearby.

Results

We started with the assumption that our participants’ willingness to participate indicated a tolerance for some loss of privacy. We were mainly looking for who was willing to meet and who wasn’t. 

Users who were asked to escalate contact several times were more likely to agree to the face to face meeting than users who were asked immediately during the first message.

Scammers were more likely than targets to escalate contact. We hypothesize that this is because scammers knew that their level of privacy and social control was less than that of the targets, and that requests for contact indicated interest from a real person rather than first notification from the Scambook system.

Future Development

Technical Development

We simulated proximity rather than actually implemented a system that detected it.
Given the relatively slow speed with which SMS operates, as well as the relatively high cost of each message in the US, future versions of Scambook may rely instead upon WiFi communication between clients and Scambook. Looking even further out, the Scambook service may be licensed to those existing services and integrated into their servers to remove SMS completely. 
If Bluetooth continues to grow in popularity on mobile devices in the United States, it may prove instructive to develop a new prototype based upon the Serendipity peer-to-peer model while maintaining a central user database. This approach will increase location privacy.

Further Study

The users in this initial study are from our social network. Data collected from them is subject to selection bias and power issues because of the trust they have in us and the knowledge that we would never put them in compromising positions.

Our dataset was based in part upon some interest matching – we used Stanford students and alumni. Future studies could eliminate this aspect and allow users to select from a wider social network. 

As Consolvo, Smith, et al point out in “Location Disclosure to Social Relations: Why, When, & What  People Want to Share” activity and mood will affect how they respond. For example, where they are physically at the time they get the message may affect their response. If they are no longer on campus, if they are in a bad mood, or if they are busy with school work, will they even respond? Future studies must inquire into these circumstances in greater detail.
Conclusion
Our initial research and study indicates that our interaction model has great potential. Users were willing to share information with others whom they had previously selected, and users were open to meeting in person using this service as an initial introduction. Barriers to adoption are minimal due to a low-cost technical solution. We therefore feel that the Scambook is a viable and possibly revolutionary service.
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Density�
Accuracy�
Coverage�
�
Urban�
21.8m�
100.0%�
�
Residential�
13.4m�
100.0%�
�
Suburban�
31.3m�
100.0%�
�
Table � SEQ Table \* ARABIC �1�. Place Lab accuracy and coverage (Seattle) [6].
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